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Sno IEEE 2012 JAVA PROJECT TITLES 

CLOUD COMPUTING 
1. Cloud Computing Security from Single to Multi-Clouds. 

2. Cloud Data Production for Masses. 

3. Cooperative Provable Data Possession for Integrity Verification in Multi-Cloud Storage. 

4.  Costing of Cloud Computing Services A Total Cost of Ownership Approach 

5. DAC-MACS: Effective Data Access Control for Multi-Authority Cloud Storage Systems 

6.  Enabling Secure and Efficient Ranked Keyword 

7. Fog Computing: Mitigating Insider Data Theft Attacks in the Cloud 

8. Gossip-based Resource Management for Cloud Environments 

9. Reliable Re-encryption in Unreliable Clouds. 

10. Cloud Computing Security: From Single to Multi-Clouds 

 11. Cooperative Provable Data Possession for Integrity Verification in Multi-Cloud Storage 

 12. Ensuring Distributed Accountability for Data Sharing in the Cloud 

13. CLOUD DATA PRODUCTION FOR MASSES 

14. Secure Overlay Cloud Storage with Access Control and Assured Deletion 

15. A Secure Erasure Code-Based Cloud Storage System with Secure Data Forwarding 

DATA MINING 
16. A Framework for Personal Mobile Commerce Pattern Mining and Prediction. 

17.  A User-Friendly Patent Search Paradigm 

18. Advance Mining of Temporal High Utility Itemset. 

19. An Exploration of Improving Collaborative Recommender Systems via User-Item Subgroups. 

20. Automatic Discovery of Association Orders between Name and Aliases from the Web using 

21. Confucius: A Tool Supporting Collaborative Scientific Workflow Composition. 

22. Effective Pattern Discovery for Text Mining. 

23. Efficient Anonymous Message Submission. 

24. Efficient Computation of Range Aggregates against Uncertain Location Based Queries. 

25. Efficient Extended Boolean Retrieval. 

26. Efficient Similarity Search over Encrypted Data 

27.  Enabling Multilevel Trust in Privacy Preserving Data Mining 

28. Fast and accurate annotation of short texts with Wikipedia pages. 

29. How do Facebookers use Friendlists 

30. Investigation and Analysis of New Approach of Intelligent Semantic Web Search Engines. 

31. Multiparty Access Control for Online Social Networks Model and Mechanisms 

32. On the Spectral Characterization and Scalable Mining of Network Communities. 

33. Organizing User Search Histories. 

34. Ranking Model Adaptation for Domain-Specific Search. 

35.  Sequential Anomaly Detection in the Presence of  Noise and Limited Feedback 

36.  Slicing: A New Approach to Privacy Preserving Data Publishing 

37. Statistical Entity Extraction from Web. 

38. Clustering with Multi-viewpoint-Based Similarity Measure 

39. Mining Web Graphs for Recommendations 

 40. Ranking Model Adaptation for Domain-Specific Search 

41. Slicing: A New Approach for Privacy Preserving Data Publishing 

42. Efficient Fuzzy Type-Ahead Search in XML Data 

 43. Organizing User Search Histories 

44. Multiparty Access Control for Online Social Networks: Model and Mechanisms 

DISTRIBUTED SYSTEMS 
45. Catching Packet Droppers and Modifiers in Wireless Sensor Networks 

46. CAPACITY OF DATA COLLECTION IN ARBITRARY WIRELESS SENSOR NETWORKS 

IMAGE PROCESSING 
47. Handwritten Chinese Text Recognition by Integrating Multiple Contexts 

48. Game-Theoretic Pricing for Video Streaming in Mobile Networks 
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49. An Online Learning Approach to Occlusion Boundary Detection 

50. Combining Head Pose and Eye Location Information for Gaze Estimation 

51. BGP Churn Evolution A Perspective From the Core 

52. Vehicle Detection in Aerial Surveillance Using Dynamic Bayesian Networks 

MOBILE COMPUTING 
53. Fast Data Collection in Tree-Based Wireless Sensor Networks 

 54. Energy-Efficient Cooperative Video Distribution with Statistical QoS Provisions over Wireless 

Networks 55. Protecting Location Privacy in Sensor Networks against a Global Eavesdropper 

MULTIMEDIA 
56. Learn to Personalized Image Search from the Photo Sharing Websites 

 
NETWORKING 

57.  A Gossip Protocol for Dynamic Resource Management in Large Cloud Environments 

58. An Efficient Caching Scheme and Consistency Maintenance in Hybrid P2P System. 

59.  An Online Data Access Prediction and     Optimization Approach for Distributed Systems 

 60.  Cut Detection in Wireless Sensor Networks 

61.  Exploring Peer-to-Peer Locality in Multiple Torrent Environment 

 62. Game-Theoretic Pricing for Video Streaming in Mobile Networks. 

63. Optimizing Cloud Resources for Delivering IPTV Services through Virtualization. 

64. Packet Loss Control Using Tokens at the Network Edge. 

65. Policy-by-Example for Online Social Networks.  

66. Privacy- and Integrity-Preserving Range Queries in Sensor Networks. 

67.  Scalable Real-Time Monitoring For Distributed Applications 

68. Security Architecture for Cloud Networking. 

69.  Toward Reliable Data Delivery for Highly Dynamic Mobile Ad Hoc Networks 

70. Adaptive Opportunistic Routing for Wireless Ad Hoc Networks 

 71. Independent Directed Acyclic Graphs for Resilient Multipath Routing 

 72. MeasuRouting: A Framework for Routing Assisted Traffic Monitoring 

73. Router Support for Fine-Grained Latency Measurements 

74. Packet Loss Control Using Tokens at the Network Edge 

 75. OPPORTUNISTIC FLOW-LEVEL LATENCY ESTIMATION USING NETFLOW 

 76. Distributed Packet Buffers for High-Bandwidth Switches and Routers 

77. Footprint: Detecting Sybil Attacks in Urban Vehicular Networks 

78. Self Adaptive Contention Aware Routing Protocol for Intermittently Connected Mobile 

Networks 79. Optimal Source-Based Filtering of Malicious Traffic 

80. A Trapdoor Hash-Based Mechanism for Stream Authentication 

81. Locating Equivalent Servants over P2P Networks 

SECURE COMPUTING 
82. Anomaly Detection for Discrete Sequences: A Survey 

83.  Detecting and Resolving Firewall Policy 

84. Double Guard : Detecting Intrusions In Multi-tier Web Applications 

85. Ensuring Distributed Accountability for Data Sharing in the Cloud. 

86. FADE: Secure Overlay Cloud Storage with File Assured Deletion. 

87. Online Modeling of Proactive Moderation System for Auction Fraud Detection. 

88. Packet-Hiding Methods for Preventing Selective Jamming Attacks. 

89. Risk-Aware Mitigation for MANET Routing Attacks. 

90. Online Modeling of Proactive Moderation System for Auction Fraud Detection 

91. Packet-Hiding Methods for Preventing Selective Jamming Attacks 

92. Risk-Aware Mitigation for MANET Routing Attacks 

93. Design and Implementation of TARF: A Trust-Aware Routing Framework for WSNs 

WIRELESS COMMUNICATIONS 
94. An Adaptive Opportunistic Routing Scheme for Wireless Ad-hoc Networks. 

95. PerLa: a Language and Middleware Architecture for Data Management and Integration in 

 


