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SNO IEEE 2013 JAVA PROJECT TITLES 
CLOUD COMPUTING 

1 A STOCHASTIC MODEL TO INVESTIGATE DATA CENTRE PERFORMANCE AND QOS IN IAAS CLOUD COMPUTING

2 CLOUDMOV: CLOUD-BASED MOBILE SOCIAL TV 

3 DYNAMIC RESOURCE ALLOCATION USING VIRTUAL MACHINES FOR CLOUD COMPUTING ENVIRONMENT 

4 ERROR-TOLERANT RESOURCE ALLOCATION AND PAYMENT MINIMIZATION FOR CLOUD SYSTEM 

5 HARNESSING THE CLOUD FOR SECURELY OUTSOURCING LARGE-SCALE SYSTEMS OF LINEAR EQUATIONS 

6 MONA: SECURE MULTI-OWNER DATA SHARING FOR DYNAMIC GROUPS IN THE CLOUD 

7 PACK: PREDICTION-BASED CLOUD BANDWIDTH AND COST REDUCTION SYSTEM 

8 PRIVACY-PRESERVING PUBLIC AUDITING FOR SECURE CLOUD STORAGE 

9 SCALABLE AND SECURE SHARING OF PERSONAL HEALTH RECORDS IN CLOUD COMPUTING 

USING ATTRIBUTE-BASED ENCRYPTION 

10 ENABLING DYNAMIC DATA AND INDIRECT MUTUAL TRUST FOR CLOUD COMPUTING STORAGE SYSTEMS 

11 A LOAD BALANCING MODEL BASED ON CLOUD PARTITIONING FOR THE PUBLIC CLOUD 

12 LOAD REBALANCING FOR DISTRIBUTED FILE SYSTEMS IN CLOUDS 

13 OPTIMIZING CLOUD RESOURCES FOR DELIVERING IPTV SERVICES THROUGH VIRTUALIZATION 

14 PRIVACY PRESERVING DELEGATED ACCESS CONTROL IN PUBLIC CLOUDS 

15 ATTRIBUTE-BASED ENCRYPTION WITH VERIFIABLE OUTSOURCED DECRYPTION 

16 A LOAD BALANCING MODEL BASED ON CLOUD PARTITIONING FOR THE PUBLIC CLOUD.-R 

17 PRIVACY-PRESERVING PUBLIC AUDITING FOR SECURE CLOUD STORAGE  

18 WINDS OF CHANGE FROM VENDOR LOCK-IN TO THE META CLOUD 

19 CLOUD COMPUTING FOR MOBILE USERS CAN OFFLOADING COMPUTATION SAVE ENERGY 

20 AMES-CLOUD: A FRAMEWORK OF ADAPTIVE MOBILE VIDEO STREAMING AND EFFICIENT SOCIAL 

VIDEO SHARING IN THE CLOUDS 

21 MINING CONTRACTS FOR BUSINESS EVENTS AND TEMPORAL CONSTRAINTS IN SERVICE 

22 COLLABORATION IN MULTICLOUD COMPUTING ENVIRONMENTS: FRAMEWORK AND SECURITY 

DATA MINING 
16 A FAST CLUSTERING-BASED FEATURE SUBSET SELECTION ALGORITHM FOR HIGH-DIMENSIONAL DATA 

17 A NEW ALGORITHM FOR INFERRING USER SEARCH GOALS WITH FEEDBACK SESSIONS 

18 ANNOTATING SEARCH RESULTS FROM WEB DATABASES 

19 ANOMALY DETECTION VIA ONLINE OVER-SAMPLING PRINCIPAL COMPONENT ANALYSIS 

20 DISTRIBUTED PROCESSING OF PROBABILISTIC TOP-K QUERIES IN WIRELESS SENSOR NETWORKS 

21 M-PRIVACY FOR COLLABORATIVE DATA PUBLISHING 

22 PROTECTING SENSITIVE LABELS IN SOCIAL NETWORK DATA ANONYMIZATION 

23 TWEET ANALYSIS FOR REAL-TIME EVENT DETECTION AND EARTHQUAKE REPORTING SYSTEM 

DEVELOPMENT 

24 DOCUMENT CLUSTERING FOR FORENSIC ANALYSIS: AN APPROACH FOR IMPROVING COMPUTER 

INSPECTION 

25 A METHOD FOR MINING INFREQUENT CAUSAL ASSOCIATIONS AND ITS APPLICATION IN 

FINDING ADVERSE DRUG REACTION SIGNAL PAIRS 

26 CLUSTERING SENTENCE-LEVEL TEXT USING A NOVEL FUZZY RELATIONAL CLUSTERING ALGORITHM 

27 CROWDSOURCING PREDICTORS OF BEHAVIORAL OUTCOMES 

28 FACILITATING DOCUMENT ANNOTATION USING CONTENT AND QUERYING VALUE 

29 A GENERALIZED FLOW-BASED METHOD FOR ANALYSIS OF IMPLICIT RELATIONSHIPS ON WIKIPEDIA 
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30 A SYSTEM TO FILTER UNWANTED MESSAGES FROM OSN USER WALLS 

31 ANONYMIZATION OF CENTRALIZED AND DISTRIBUTED SOCIAL NETWORKS BY SEQUENTIAL CLUSTERING 

32 INTRUSION DETECTION TECHNIQUE BY USING K-MEANS, FUZZY NEURAL NETWORK AND SVM 

CLASSIFIERS 

33 SPATIAL APPROXIMATE STRING SEARCH 

34 PREVENTING PRIVATE INFORMATION INFERENCE ATTACKS ON SOCIAL NETWORKS 

35 MULTIPARTY ACCESS CONTROL FOR ONLINE SOCIAL NETWORKS MODEL AND MECHANISMS 

36 INCENTIVE COMPATIBLE PRIVACY-PRESERVING DATA ANALYSIS 

37 A FAST CLUSTERING-BASED FEATURE SUBSET SELECTION ALGORITHM FOR HIGH DIMENSIONALDATA -R 

38 CLOUDMOV: CLOUD-BASED MOBILE SOCIAL TV 

39 M-PRIVACY FOR COLLABORATIVE DATA PUBLISHING  

40 CROWD SOURCING PREDICTORS OF BEHAVIORAL OUTCOMES.  

41 SPATIAL APPROXIMATE STRING SEARCH 

42 FACILITATING DOCUMENT ANNOTATION USING CONTENT AND QUERYING VALUE  

43 INCENTIVE COMPATIBLE PRIVACY-PRESERVING DATA ANALYSIS 

44 FOCUS LEARNING TO CRAWL WEB FORUMS  

45 ROBUST MODULE BASED DATA MANAGEMENT  

SECURE COMPUTING 
46 EAACK—A SECURE INTRUSION-DETECTION SYSTEM FOR MANETS 

47 IDENTITY-BASED SECURE DISTRIBUTED DATA STORAGE SCHEMES 

48 MODELING THE PAIRWISE KEY PREDISTRIBUTION SCHEME IN THE PRESENCE OF UNRELIABLE LINKS 

49 NICE: NETWORK INTRUSION DETECTION AND COUNTERMEASURE SELECTION IN VIRTUAL 

NETWORK SYSTEMS 

50 PRIVACY PRESERVING DATA SHARING WITH ANONYMOUS ID ASSIGNMENT 

51 SECURING CLASS INITIALIZATION IN JAVA-LIKE LANGUAGES 

52 SECURITY ANALYSIS OF A SINGLE SIGN-ON MECHANISM FOR DISTRIBUTED 

53 SORT: A SELF-ORGANIZING TRUST MODEL FOR PEER-TO-PEER SYSTEMS 

54 WARNINGBIRD: A NEAR REAL-TIME DETECTION SYSTEM FOR SUSPICIOUS URLS IN TWITTER STREAM 

55 TWO TALES OF PRIVACY IN ONLINE SOCIAL NETWORKS 

56 SECURE ENCOUNTER-BASED MOBILE SOCIAL NETWORKS: REQUIREMENTS, DESIGNS, AND TRADEOFFS 

57 TWITSPER: TWEETING PRIVATELY 

58 COMBINING CRYPTOGRAPHIC PRIMITIVES TO PREVENT JAMMING ATTACKS IN WIRELESS NETWORKS 

59 CROSS-DOMAIN PRIVACY-PRESERVING COOPERATIVE FIREWALL OPTIMIZATION 

60 CAM: CLOUD-ASSISTED PRIVACY PRESERVING MOBILE HEALTH MONITORING-R 

61 SECURE ENCOUNTER-BASED MOBILE SOCIAL NETWORKS REQUIREMENTS DESIGNS AND 

62 TWO TALES OF PRIVACY IN ONLINE SOCIAL NETWORKS  

63 EXTRACTING SPREAD-SPECTRUM HIDDEN DATA FROM DIGITAL MEDIA  

NETWORKING 
64 A HIGHLY SCALABLE KEY PRE-DISTRIBUTION SCHEME FOR WIRELESS SENSOR NETWORKS 

65 DELAY-BASED NETWORK UTILITY MAXIMIZATION 

66 DYNAMIC CONTROL OF CODING FOR PROGRESSIVE PACKET ARRIVALS IN DTNS 

67 MINIMUM COST BLOCKING PROBLEM IN MULTI-PATH WIRELESS ROUTING PROTOCOLS 

68 ON THE NODE CLONE DETECTION IN WIRELESS SENSOR NETWORKS 

69 OPPORTUNISTIC MANETS: MOBILITY CAN MAKE UP FOR LOW TRANSMISSION POWER 

70 BACK-PRESSURE-BASED PACKET-BY-PACKET ADAPTIVE ROUTING IN COMMUNICATION NETWORKS FAST 

TRANSMISSION TO REMOTE COOPERATIVE GROUPS: A NEW KEY MANAGEMENT PARADIGM 

71 PARTICIPATORY PRIVACY: ENABLING PRIVACY IN PARTICIPATORY SENSING 
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72 USING FUZZY LOGIC CONTROL TO PROVIDE INTELLIGENT TRAFFIC MANAGEMENT SERVICE FOR 

HIGH-SPEED NETWORKS 

73 PARTICIPATORY PRIVACY ENABLING PRIVACY IN PARTICIPATORY SENSING - R 

74 OPTIMIZING CLOUD RESOURCES FOR DELIVERING IPTV SERVICES THROUGH VIRTUALIZATION 

75 ACCESS POLICY CONSOLIDATION FOR EVENT PROCESSING SYSTEMS  

76 SINK TRAIL: A PROACTIVE DATA REPORTING PROTOCOL FOR WIRELESS SENSOR NETWORKS  

77 FULLY ANONYMOUS PROFILE MATCHING IN MOBILE SOCIAL NETWORKS 

PARALLEL AND DISTRIBUTED SYSTEMS 
78 A SECURE PROTOCOL FOR SPONTANEOUS WIRELESS AD HOC  NETWORKS CREATION 

79 SECURITY ANALYSIS OF A PRIVACY-PRESERVING DECENTRALIZED KEY-POLICY ATTRIBUTE-BASED 

ENCRYPTION SCHEME 

80 IP-GEOLOCATION MAPPING FOR MODERATELY CONNECTED INTERNET REGIONS 

81 OPTIMAL CLIENT-SERVER ASSIGNMENT FOR INTERNET DISTRIBUTED SYSTEMS 

82 SOCIALTUBE P2P-ASSISTED VIDEO SHARING IN ONLINE SOCIAL NETWORKS 

83 A SYSTEM FOR DENIAL-OF-SERVICE ATTACK DETECTION BASED ON MULTIVARIATE 

CORRELATION ANALYSIS 

84 ENABLING DATA DYNAMIC AND INDIRECT MUTUAL TRUST FOR CLOUD COMPUTING STORAGE STEMS -R 

85 A PRIVACY LEAKAGE UPPER-BOUND CONSTRAINT BASED APPROACH FOR COST- EFFECTIVE 

PRIVACY PRESERVING OF INTERMEDIATE DATASETS IN CLOUD 

86 DYNAMIC RESOURCE ALLOCATION USING VIRTUAL MACHINES FOR CLOUD COMPUTING 

87 TOWARDS DIFFERENTIAL QUERY SERVICES IN COST-EFFICIENT CLOUDS 

88 GEO-COMMUNITY-BASED BROADCASTING FOR DATA DISSEMINATION IN MOBILE SOCIAL 

MOBILE COMPUTING 
89 CONTENT SHARING OVER SMARTPHONE-BASED DELAY-TOLERANT NETWORKS 

90 DCIM: DISTRIBUTED CACHE INVALIDATION METHOD FOR MAINTAINING CACHE CONSISTENCY 

IN WIRELESS MOBILE NETWORKS 

91 DISCOVERY AND VERIFICATION OF NEIGHBOR POSITIONS IN MOBILE AD HOC NETWORKS 

EFFICIENT REKEYING FRAMEWORK FOR SECURE MULTICAST WITH DIVERSE- SUBSCRIPTION-

PERIOD MOBILE USERS 

92 TOWARD A STATISTICAL FRAMEWORK FOR SOURCE ANONYMITY IN SENSOR NETWORKS 

93 MOBILE RELAY CONFIGURATION IN DATA-INTENSIVE WIRELESS SENSOR NETWORKS 

94 VAMPIRE ATTACKS: DRAINING LIFE FROM WIRELESS AD HOC SENSOR NETWORKS 

95 TOWARD PRIVACY PRESERVING AND COLLUSION RESISTANCE IN A LOCATION PROOF 

UPDATING SYSTEM 

96 MOBILE RELAY CONFIGURATION IN DATA-INTENSIVE WIRELESS SENSOR NETWORKS - R 

97 VAMPIRE ATTACKS: DRAINING LIFE FROM WIRELESS AD-HOC SENSOR NETWORKS. 

98 TOWARDS A STATISTICAL FRAMEWORK FOR SOURCE ANONYMITY IN SENSOR NETWORKS  

99 A SCALABLE SERVER ARCHITECTURE FOR MOBILE PRESENCE SERVICES IN SOCIAL NETWORK 

PATTERN ANALYSIS & MACHINE INTELLIGENCE 
100 A FRAMEWORK FOR MINING SIGNATURES FROM EVENT SEQUENCES AND ITS APPLICATIONS IN 

HEALTHCARE DATA 

SERVICE COMPUTING (WEB SERVICE) 
101 A DECENTRALIZED SERVICE DISCOVERY APPROACH ON PEER-TO-PEER NETWORKS 

102 PERSONALIZED QOS-AWARE WEB SERVICE RECOMMENDATION AND  VISUALIZATION 

103 PRIVACY-ENHANCED WEB SERVICE COMPOSITION 

 


